
Choose from information security
governance, risk & compliance
strategic and tactical deliverables
that fit your business model to
ensure you get the expertise you
need — when you need it.

Nothing more.
Nothing less.

VIRTUAL CISO
à la carte services

Shelter from the Storm



Define the risk 
appetite, tolerance & 

capacity 

Define cyber security 
risk management 

strategy & KPIs

Identify, locate & 
classify information 

assets

Conduct threat & risk 
assessments & 

prioritise remedial 
actions  

Manage risk 
remediation activities 

roadmap

Define the 
organisation's ISMS

Define architectural 
security strategy

Create ISMS polices, 
controls, procedures, 

control objectives 
& KPIs 

Provide current cyber 
threat intelligence to 

key stakeholders

Present cyber threat 
information to Board & 

Steering Groups

Define Cyber-Supply 
Chain Risk 

Management strategy

Cyber security risk 
management 

representation to 
partners, vendors 

& customers

Tick off what 
best fits your 
organisation’s 
needs

Your virtual CISO can deliver any of the following

…and there’s more



…Strategic Deliverables

Provide cyber security 
risk management 

training & mentoring 
to key stakeholders

Conduct GRC 
compliance gap 

assessments: NIST, 
ISO, GDPR, PCI 

& SOC 2

GRC compliance 
programme

management 
NIST, ISO, GDPR, PCI 

& SOC 2

Define SDLC security 
best practice

Define incident 
response strategy, 

plans & procedures

Define business 
continuity strategy, 
plans & procedures

Define  disaster 
recovery strategy, 

plans & procedures

Define security 
awareness programme 

& KPIs

Your Virtual CISO’s 
expert knowledge 
enables faster and 
easier implementation 
of required actions in a 
practice-oriented 
way – specific to your 
business requirements.



Routine network 
security vulnerability 

scanning

Routine web 
application security 

vulnerability scanning 

Routine network 
security penetration 

testing

Website application 
security penetration 

testing

Red Team testing

Simulated social 
engineering attacks 
(phishing, smishing, 

pretexting)

Mobile application 
security testing

Mobile device security 
assessments 

Secure code reviews
Cloud platform 

security & compliance 
audits 

IoT security risk 
assessments

WiFi security 
assessments 

Select what you’d 
like your CISO to 
provide

…again, there’s even more

To support your strategy



Supplier connectivity 
security testing

Ransomware readiness 
audits

Information security 
awareness training

Vendor & supplier risk 
assessments

Business continuity 
plan testing

Disaster recovery plan 
testing

Systems security 
remedial actions

Assist in the detection, 
response & 

management of 
information security 

incidents

Maintain cyber risk 
register

Maintain security 
policies & procedures

Evaluate security 
controls 

WFH security 
assessments

…Tactical Deliverables



ABOUT RISK CREW

We are an elite group of information
security governance, risk & compliance
experts and the forerunners in the
design & delivery of innovative &
effective solutions with a 100%
satisfaction guarantee.

Hire a virtual CISO from the right crew 
– Risk Crew and receive results.

+44 (0) 20 3653 1234 riskcrew.com

info@riskcrew.com

5 Maltings Place 
169 Tower Bridge Road 
London, SE1 3JB

©2021. All rights reserved. Risk Crew is a trading name of Risk Factory Limited is registered in England and Wales. VCM0821

Tel:02036531234
http://www.riskcrew.com/
mailto:info@riskcrew.com
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